
 

 

 

 

 
🛡🛡 Purpose of the Service 

Cyber threats like ransomware, phishing, and unauthorized access are constantly evolving. The TML 
Risk Pool’s Cybersecurity Best Practices service helps your organization understand and implement 
key safeguards that reduce cyber risk, especially in environments with limited staff or formal IT 
support. 

🧭🧭 What’s Included 

• A guided conversation (virtual or in-person) to review essential cybersecurity practices 
• Focus on practical, high-impact controls that can be implemented in any environment 
• Overview of recommended safeguards based on CIS Controls – Implementation Group 1 (IG1) 
• Tailored examples and success stories from similar-sized Texas public entities 

📄📄 What You’ll Receive 

• A checklist-style summary of the key best practices reviewed 
• Links to free tools and templates to support implementation 
• Option to request follow-up services such as risk assessments or policy support 

👥👥 Who Should Participate 

• City Managers, Department Heads, IT staff, Finance or HR Directors, Risk Managers 
• Ideal for organizations looking to build or refresh their cybersecurity approach 

⏱ Time Commitment 

• Approximately 60–90 minutes 
• Scheduled at your convenience with TML Risk Pool Cyber Services staff 

💲💲 Cost 

• This service is provided at no cost for TML Risk Pool Members with cyber insurance from the Risk 
Pool. 

📬📬 Request This Service 

Contact the TML Risk Pool Cyber Squad: cybersquad@tmlirp.org or speak with your assigned Risk 
Management Advisor 
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