
   

 

 

 

 
🛡🛡 Purpose of the Assessment 

Cyber incidents, such as ransomware, fraudulent wire transfers, and vendor breaches, continue to 
impact public entities across Texas. TML Risk Pool’s Cyber Risk Assessment helps you evaluate your 
current cybersecurity posture and identify practical, high-impact areas for improvement, especially if 
your organization lacks a formal program. 

🧭🧭 What’s Included 

• A 2-hour working session (virtual or in-person) with your key personnel 
• Guided discussion through CIS Controls – Implementation Group 1 (IG1) Safeguards 
• Focus on real-world controls: MFA, backups, phishing defenses, vendor access, policies, and more 
• Tailored discussion based on your organization’s size and available resources 

📄📄 What You’ll Receive 

• A written report summarizing the session 
• Gaps clearly identified and prioritized  
• Targeted recommendations based on best practices 
• Access to relevant tools and templates (e.g., IR Plan, Data Protection guidance, Policy Starter Kit) 

👥👥 Who Should Participate 

• City Managers, Finance/HR Directors, IT Leads, or anyone with technology or risk oversight 
• Optional: Include local IT staff, contractors, or consultants 

⏱ Time Commitment 

• Approximately 2 hours total 
• Scheduled at your convenience with TML Risk Pool Cyber Services staff 

💲💲 Cost 

• This assessment is provided at no cost for TML Risk Pool Members with cyber insurance from the 
Risk Pool. 

📬📬 Request an Assessment 

Contact the TML Risk Pool Cyber Squad: cybersquad@tmlirp.org or speak with your assigned Risk 
Management Advisor 
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